
CALIFORNIA RESIDENTS: PRIVACY POLICY NOTICE 

This Privacy Notice for California Residents supplements and is expressly made part of the information 

contained in the Nationwide Credit and Collection, Inc. (“NCC”) Privacy Policy 

(http://www.NCC.us/privacy-policy/) , and applies solely to all visitors, users, and others who reside in 

the State of California (“consumers” or “you”). We adopt this notice to comply with the California 

Consumer Privacy Act of 2018 (CCPA) and any terms defined in the CCPA have the same meaning when 

used in this notice. 

1. Information We Collect About You 

We may collect and use personal information that identifies, relates to, describes, is reasonably capable 

of being associated with, or could reasonably be directly or indirectly linked, with a consumer, device, or 

household (“personal information”). 

Personal Information does not include: 

 Publicly available information from government records. 

 De-identified or aggregated consumer information. 

 Information excluded from the CCPA’s scope, such as (but not limited to) information governed 

by the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”), the California 

Confidentiality of Medical Information Act (“CMIA”), the Fair Credit Reporting Act (“FCRA”), the 

Gramm-Leach-Bliley Act (“GLBA”), California Financial Information Privacy Act (“FIPA”), and the 

Driver’s Privacy Protection Act of 1994 (“DPPA”). 

We regularly collect (and have collected in the past 12 months) several types of personal information 

about individuals offline regarding accounts we service, including: name, DOB, address, account 

number, payment and other financial information, email address, insurance information, SSN, 

employment information, telephone number, IP address, military or veteran status, audio information, 

usernames, information pertaining to products or services related to obligations owed, records of 

personal or real property, consuming histories or tendencies, information on any user’s interaction with 

this site or any site affiliated with NCC, publicly available information, and information collected or 

shared pursuant to HIPAA, FIPA, GLBA, FCRA, DPPA, and/or other applicable privacy laws. We also may 

collect additional categories of personal information users provide directly to us or our service 

providers. 

2. How Your Personal Information is Collected 

We collect most of this personal information from our creditor clients or from you or your authorized 

representative by telephone or written communications. However, we may also collect information: 

 From publicly accessible sources (e.g., property or other government records); 

 From our service providers (e.g., call analytics, information source, skip-tracing, payment 

processing, mailing, and other vendors) 

3. Why We Use or Disclose Your Personal Information 

http://www.ncc.us/privacy-policy/


We regularly use or disclose personal information for one or more of the following business purposes: 

 Fulfill the reason you provided the information. For example, if you share your personal 

information to make a payment, we will use that information to process your payment. 

 Perform services on behalf of a business or service provider, including maintaining or servicing 

accounts, providing customer service, processing transactions, verifying customer information, 

processing payments, providing analytic services, or providing similar services on behalf of the 

business or service provider 

 Provide you with information or services that you request from us 

 Auditing related to consumer interactions 

 Detecting security incidents, protecting against malicious, deceptive, fraudulent, or illegal 

activity, and prosecuting those responsible for that activity 

 Debugging to identify and repair errors that impair existing intended functionality 

 Short-term, transient use, where the personal information is not disclosed to another third party 

and is not used to build a profile about a consumer or otherwise alter an individual consumer’s 

experience outside the current interaction 

 Undertaking activities to verify or maintain the quality of a service or device that is owned, 

made by or for, or controlled by us, and to improve, upgrade, or enhance the service or device 

that is owned, made by or for, or controlled by us 

 Respond to law enforcement requests and as required by applicable law or court order 

 As appropriate to protect the rights, property, or safety of us, our clients, or others 

 As described to you when collecting your personal information or as otherwise set forth in the 

CCPA. 

We will not collect additional categories of personal information or use the personal information we 

collected for materially different purposes without providing you notice. 

We regularly disclose (and have disclosed in the past 12 months) several types of personal information 

about individuals for one or more business purposes, including: name, DOB, address, , account number, 

previous payment and other financial information, email address, insurance information, SSN, 

employment information, telephone number, IP address, military or veteran status, audio information, 

usernames, information pertaining to products or services related to obligations owed, records of 

personal or real property, consuming histories or tendencies, information on any user’s interaction with 

this site or any site affiliated with NCC, publicly available information, and information collected or 

shared pursuant to HIPAA, FIPA, GLBA, FCRA, DPPA, and/or other applicable privacy laws 

We have not sold your personal information over the last 12 months and will not sell your personal 

information under the CCPA. 

  



 

4. Verifiable Consumer Requests for Information 

Upon verification of identity, California residents may in some cases request that a business: 

 Disclose the categories of personal information the business collected about the consumer; 

 Disclose the categories of sources from which the personal information is collected 

 Disclose the categories of personal information that the business sold about the consumer; 

 Disclose the categories of personal information that the business disclosed about the consumer 

for a business purpose; 

 Disclose the categories of third parties with whom the business shares personal information 

 Disclose specific pieces of personal information the business has collected about the consumer 

 Disclose any financial incentives offered by the business for collection, sale, or deletion of 

personal information 

Please note that we are not required to: 

 Retain any personal information about you that was collected for a single one-time transaction 

if, in the ordinary course of business, that information about you is not retained; 

 Re-identify or otherwise link any data that, in the ordinary course of business, is not maintained 

in a manner that would be considered personal information; 

 Provide the requested information disclosure to you more than twice in a 12-month period. 

 Provide the requested information disclosure if we cannot verify that the person making the 

request is the person about whom we collected information, or is someone authorized to act on 

such person’s behalf; or 

 Provide the requested information disclosure if a CCPA or applicable exception applies. 

We may deny your request if we are acting in the role of a service provider to another business 

regarding the applicable personal information. If we deny your request on that basis, we will generally 

refer you to the relevant business to obtain the requested information. 

5. Right to Request Deletion of Personal Information 

Upon verification of identity, California residents may in some cases request that we delete personal 

information about you that we collected from you and retained, subject to certain exceptions. 

We may deny your deletion request if we are acting in the role of a service provider to another business 

regarding the applicable personal information. If we deny your request on that basis, we will generally 

refer you to the relevant business. In addition, we may deny your deletion request if retaining the 

information is necessary for us or our service providers to: 



 Complete the transaction for which the personal information was collected, provide a good or 

service requested by you, or reasonably anticipated within the context of our ongoing business 

relationship with you, or otherwise perform a contract between you and us. 

 Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity; or 

prosecute those responsible for that activity. 

 Debug to identify and repair errors that impair existing intended functionality. 

 Exercise free speech, ensure the right of another consumer to exercise his or her right of free 

speech, or exercise another right provided for by law. 

 Comply with the California Electronic Communications Privacy Act. 

 Engage in public or peer-reviewed scientific, historical, or statistical research in the public 

interest that adheres to all other applicable ethics and privacy laws, when our deletion of the 

information is likely to render impossible or seriously impair the achievement of such research, 

provided we have obtained your informed consent. 

 Enable solely internal uses that are reasonably aligned with your expectations based on your 

relationship with us. 

 Comply with a legal obligation. 

 Otherwise use your personal information, internally, in a lawful manner that is compatible with 

the context in which you provided the information; or 

 If another CCPA or applicable exception applies. 

6. Verifying Your Identity If You Submit CCPA Requests 

If you choose to contact us directly via the designated methods described above to exercise your CCPA 

rights, you will need to: 

 Provide sufficient information that allows us to reasonably verify you are the person about 

whom we collected personal information or an authorized representative. 

 Describe your request with sufficient detail that allows us to properly understand evaluate, and 

respond to it. 

We are not obligated to make an information disclosure or carry out a deletion request pursuant to the 

CCPA if we cannot verify that the person making the request is the person about whom we collected 

information, or is someone authorized to act on such person’s behalf. 

Any personal information we collect from you in order to verify your identity in connection with your 

CCPA request will be used solely for the purposes of verification. 

7. Response Timing and Format 

We endeavor to respond to a verifiable consumer request within forty-five (45) days of its receipt. If we 

require more time (up to 90 days), we will inform you of the reason and extension period in writing. 



Any disclosures we provide will only cover the 12-month period preceding the verifiable consumer 

request’s receipt. The response we provide will also explain the reasons we cannot comply with a 

request, if applicable. 

We do not charge a fee to process or respond to your verifiable consumer request unless it is excessive, 

repetitive, or manifestly unfounded. If we determine that the request warrants a fee, we will tell you 

why we made that decision and provide you with a cost estimate before completing your request. 

8. Contacting Us and Exercising Your Rights 

If you have any questions or comments about this notice, the ways in which NCC collects and uses your 

information described above, your choices and rights regarding such use, or wish to exercise your rights 

under California law, please do not hesitate to contact us at: 

Phone: 630-528-5100  

Email: ccpacompliance@ncc.us 

Mail: 

Nationwide Credit and Collection, Inc. 

ATTN: CCPA Compliance 

815 Commerce Drive, Suite 270 

Oak Brook, IL 60523 

9. Changes to this Policy 

NCC reserves the right to modify and amend this Policy at our discretion and at any time. When we 

make changes to this privacy policy, we will post the updated Notice on the website and update the 

effective date. 
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